|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 填表日期：□□□年□□月□□日 | | | | | 紀錄編號：□□□□□-□□ | | | |
| 系統名稱： | | | | | | | | * **跳板機** * **防火牆**   連線埠號：   * 22(SSH/SFTP) * 443(HTTPS) * 3389(Remote Dsktop) * 其他： |
| 申請事由： | | | | | | | |
| 目的IP： | | | | | | | |
| 來源IP： | | | | | | | |
| 連線期間： | | | 自□□□年□□月□□日□□時  至□□□年□□月□□日□□時 | | | | |
| 廠商資訊 | 廠商名稱：  聯絡人： | | | | | 電話：  Email： | | |
| 注意事項 | 1. 基於資通安全管理，跳板機連線期間最長為1個月。跳板機帳號嚴禁共用，一經查證立即停止該連線權限。 2. 系統上線前需進行主機及網站弱點掃描、完成中級以上風險等級之弱點修補，並附以佐證資料，始得申請開放對外連線。 3. 連線設備若皆為本校教職員生所有，請使用本校SSL VPN，連線方式請參考資網中心網頁。 4. 如遇教育部資安通報疑似對外攻擊、資安攻防演練或資安健診發現漏洞，將視情況先暫停對外連線，經業管單位消除惡意程式、修補漏洞或施以適當控制措施並附以佐證資料後，始得恢復對外連線。 5. 申請單位應以適當方式檢視委外廠商之資安作為並監督其資通安全維護情形。 6. 委外廠商執行本校受託業務知悉或發生資安事件時，應依資通安全事件通報及應變辦法，主動通知本校並協助處理。   **□ *申請人已詳閱以上注意事項並遵守。*** | | | | | | | |
| **申請 單位**： | |  | | 申請人： | | | 主管： | |
| 分機： | | |

|  |  |  |
| --- | --- | --- |
| 處理記載 | * 核可，跳板機連線帳號：　　　　　　　 　　　防火牆規則編號： * 其他： | |
| **資網中心** | 承辦人： | 主管： |